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BULLETIN – SMART-CALLER REPORT FEATURES

Document version: 30 Sep 2021 Copyright Smart-Caller Pty Ltd 2021


[bookmark: Introduction]Introduction
This document highlights the features of the scheduled reports that are generated by the Smart-Caller SERVER and VIEWER applications.

The intent is to aid interpretation of the KPI (Key Performance Indicator) information provided in these reports.

The ‘anatomy’ of the reports is described, so that the user can see how the information has been categorized.

There are two main report types:

1) The Summary report:
Which summarizes the KPI information using graphs and tables, in a few pages. This is the report type that is recommended for regular email to interested parties.

2) The Detailed report:
Which includes the Summary report, followed by a listing of all events. 
Because this report can be very large, it is recommended that this is only emailed to interested parties in special circumstances, such as when a detailed review of individual events is warranted.

Additionally, supplementary reports can be generated.
These are intended to highlight system integrity/maintenance issues.
· The Daily Timeout report (DTR)
Which shows alarm events that ‘timed-out’ in the last 24 hours.
· The Daily Diagnostics report (DDR)
Which shows diagnostics events (e.g. power-fails) from the last 24 hours.

Note that in general, the Summary and Detailed reports are set up to exclude timeouts and diagnostics, so that they focus upon the response times of the ‘audited’ alarm types.
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[bookmark: Summary_Report_–_Features_–_Page#1]
Summary Report – Features – Page#1

Page#1 (indeed each page of the summary) begins with a header section that describes the report and how it was generated. There is also a KPI summary table.
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Site/Title and Type – these indicate the topic of the report.

Source – indicates the computer that generated the report. This provides some verification of whether the report was generated by an authorized source.

Timestamp – indicates the time of report generation, which serves to uniquely identify the particular report.

Parameters – these document the settings that were used to generate the report.
Report interval - is the time frame that the report covers.
Filters – indicate filters applied to the event logs, to select relevant events.
The above example shows the default settings which specify:
· Events from ALL clients (i.e not a particular location).
· Events of ALL durations (i.e not a specialized report).
· Events from ALL times of the day (i.e not a particular shift).
· Audited events (i.e excludes diagnostic events).
· Exclusion of timed-out events from KPI statistics.
· Exclusion of clients set as ‘non-response’ (i.e. not relevant to KPI).
Constraints – indicate how highly ‘abnormal’ event behavior is treated. In particular, abnormally long durations can be truncated to limit distortion of the overall KPI statistics.

KPI summary – this table provides the essential KPI statistics.
This serves as a tabular summary of the entire report for KPI purposes.
After the header section, Page#1 has a graph section, organized as a 2 x 3 grid. The first column represents Target A (the main target for KPI benchmarking) and the second column represents Target B (the supplementary target).
Note: It is up to a site as to how they want to use the supplementary target, but in general it is set as somewhat longer than the main target.
The KPI pie-charts – are visual representations of compliance to the Targets. These are the most accessible KPI representations for the site, in that the amount of red clearly indicates the degree of non-compliance.


The ‘Events over Response Time Target’ graphs –
These indicate the percentage of non-compliance according to the hour-of-day and day-of-week, over the course of the report interval.
These figures are aggregated – so for example over a report interval of one month the figures of each Monday will be added together (accumulated) in order to calculate the percentage.

These graphs are useful to characterize the performance of the site by hour-of-day and day-of-week. This can be used to observe whether there are any performance issues (e.g. during certain shifts or week-ends).

[bookmark: Summary_Report_–_Features_–_Page#2]Summary Report – Features – Page#2

Page#2 begins with a repeat of the Page#1 header.

It then follows with a selection of graphs that characterize the activity of the site during the report interval.

‘Total Alarm Events by Type’ pie-chart – provides a breakdown of the type of alarms that occurred. This provides a characterization of the kind of alarm activity that is occurring on the site.
The alarms are classified by priority 1 (Duress/Emergency calls), priority 2 (Staff-Assist calls)
and priority 3 (regular /resident calls).

‘TREND of events over Target A’ graph – indicates whether there has been improvement or degradation of the response time over the course of the report interval.

‘TREND of total events’ graph – indicates whether there has been an increase or decrease in the amount of alarm activity over the course of the report interval.
Note that this is a characterization of the site behavior, not a KPI benchmark.

‘TREND of average and longest’ graph – compares the longest response time with the average response time (shaded) over the course of the report interval.
This provides an indication of whether very long response times occurred as well as an indication of how the average is trending.
Ideally the unshaded and shaded portion of each bar should meet the Targets.
But note that the longest is an extreme value, which is not necessarily representative of the overall site performance – but which nevertheless may warrant investigation.

‘TOTAL events by hour-of-day/Day-of-Week’ graphs – compares the total events with the non-compliant events (shaded) and shows how this comparison has trended over the course of the report interval. Ideally the shaded portion of each bar should be small.


[bookmark: Summary_Report_–_Features_–_Page#3]Summary Report – Features – Page#3

Page#3 begins with a repeat of the Page#1 header.

It then follows with a selection of tables that characterize the activity of the site during the report interval.

‘Most Active Clients’ table – identifies the most active clients and characterizes their activity. It shows the number of events triggered, the average response time and the worst response time. This information can be used to improve service to those particular clients.

‘Longest Response Times’ table – identifies the clients that experienced the worst response times and characterizes their activity. It shows the number of events triggered, the average response time and the worst response time. This information can be used to improve service to those particular clients.

‘Performance Indicators’ table –
This table reiterates some figures from the KPI summary table.
i.e.  Total calls/events, Average Response and Timed-out.
It also adds some more detailed KPI figures for Target A and Target B.
i.e. For each of Target A and B
· Compliant events (%).
· Average response time of compliant events.
· Average response time of non-compliant events.

[bookmark: Summary_Report_–_Guidelines]Summary Report – Guidelines

The KPI summary table and KPI-pie graphs on Page#1 provide the essential KPI figures. In many cases these will be sufficient for general benchmarking and so most users need only be concerned with an understanding of these.

The remaining graphs and tables are intended for more specialized use,
to identify anomalies and trends in the site. It is expected that this information will mostly be of concern to site administrators.

Nevertheless, all users are encouraged to take note of apparent irregularities or degrading trends in the graphs (as compared to the ‘norms’ for the site), from a visual perspective without necessarily having to interpret each in detail. They are also encouraged to note whether a significant number of timed-out or long duration events have occurred (as reported in KPI summary and the
top-10 client tables).
Where there are ‘issues’ apparent in the KPI summary data, the matter can be followed up in detail by obtaining:
· Detailed reports (Event listings).
· Timeout reports.
The format of these is discussed in the following chapters.



[bookmark: Detailed_Report_–_Anatomy]Detailed Report – Anatomy
A detailed report can be generated as a scheduled report.
But since these reports are generally very large, it is recommended that these are generated on-demand where required (i.e. using the ‘Quick Report’ function).
This also facilitates making the report more specific to a particular issue to be investigated.

[image: ]A detailed report (events listing) consists of multiple pages like this.


The pages begin with a heading as per the summary report but without the KPI summary table.

A note is made here of which events that are treated as Flags; these are the events that do not meet the Target A response time. They are marked with an asterisk in the Flags column.
In this example they are shown as shaded lines in the list (but there are other shading options available also).
The list shows a chronological listing of events, based on event start time.

Detailed reports are generally generated so as to focus on particular time periods, particular clients or particular event types so as to investigate performance issues that have been raised.
[bookmark: Timeout_Report_–_Anatomy]
Timeout Report – Anatomy
Timeout reports can be generated on-demand using the ‘Quick Report’ function.
However, it is recommended that the scheduled ‘Daily Timeout Report (DTR)’ be used to distribute a daily report on timeouts by email, so that the cause can be promptly investigated by site administrators.

Timeouts are generally regarded as ‘anomalies’ in the system. Ideally, they should not occur at all, because they indicate a systemic problem. 
Either:
· a resident alarm that was not actioned within an excessive period (by default 45 minutes) – which is a serious issue for resident care.
· a system configuration issue, which may or may not be relevant to resident care.

Because they are ‘anomalous’ (and may or may not be serious in nature), timeouts are usually excluded from KPI statistics – but are they indicated nevertheless in the summaries so that they can be investigated.

A Daily Timeout Report looks like this (but ideally the list is empty).
[image: ]
Notice the header section, which is similar to that for the detailed report. Indeed this is a specialization of the detailed report, with filter parameters that are set to select the timed-out events of the past 24 hours.

Daily Diagnostic Reports (DTR) are similarly specialized detailed reports that focuses upon the reporting of diagnostic events (e.g. power failures).

[bookmark: Glossary]Glossary
Alarms, Alerts, Events, Calls – are terms for events that occur in a Smart-Caller system.   Although somewhat synonymous and often used interchangeably:
Alarms - implies a critical event that should be attended urgently.
Alerts - implies an event that should be noted but may not need urgent attendance.
Events – the most general term, including events that are logged but need not be attended. Calls – a term for any of the above, in common usage.

Audited (Event types) – are the event types considered for KPI assessments.
They correspond with events reserved for resident care alarms and are identified by being events with priorities of 1,2 or 3 (typically representing Duress/Emergency, Staff-Assist and Resident Calls).

Clients – devices used within the Smart-Caller systems, identified by client numbers. Commonly, the client device/number will be associated with a resident under care. But clients may also be infra-structure devices.

Code (of Events) – event causes are classified by a two-digit code, which is an abbreviation of the Ademco encoding. Most users do not need to be concerned with these codes.

Flagged (Events) – alarm events that did not meet the Target Duration/Response-Time.

KPI – Key Performance Indicator.
A benchmark measure, for representing compliance to a performance requirement. For the Smart-Caller alarm systems, KPI are based on the time taken for staff to service alarm events. The basic requirement is that alarm durations (or ‘response-times’) be less than a target value.

Locations – are physical sub-regions of a site, such as wings or wards. A typical location will be associated with several clients.
Technically, a location represents a group of one or more clients.
Do not confuse locations with locators – which are individual client devices.

Non-Response (clients) – are clients that are marked as being used for non-urgent functions, where the response-time to an event (or timeout) is not a critical factor (e.g. an infra-structure related device rather than a resident care alarm device). This marker, which is set during client configuration, may be used to exclude them from reports and KPI assessments.

Priority (of events) – events are assigned priorities to indicate urgency of service required. The priorities 1,2,3 are reserved primarily to identify resident care alarms. Most urgent is 1. Lesser priorities are used for system diagnostic events (e.g. power-fail, low-battery).
Collectively, priorities 1,2,3 define the ‘Audited’ event types.

Target Duration / Response-Time – a site dependent specification for the desired time by which alarms should have been attended by staff (i.e. manually cancelled). If this time
is exceeded for an alarm then the alarm will be flagged, for consideration in KPI assessments.


Timeouts– occur when an event is not ‘cancelled’, after an extended time (client dependent). The timeout will cause the event to end, but termination in this manner is generally considered an abnormal occurrence, which may indicate a systemic issue.
Because timeouts can skew KPI measurements, a common strategy is to exclude them from KPI reports and assess them separately. The default timeout setting in Smart-Caller systems is 45 minutes. It is also possible to set clients to have individual timeouts (shorter than the default).
[bookmark: Epilogue]Epilogue

Further reading:

Smart-Caller VIEWER User Guide –
See the ‘Scheduled Reports’ chapter for instructions on how to configure scheduled reporting to suite a site.

Smart-Caller CHARTS User Guide –
For instructions on use of the dash-board CHART/KPI display, which can provide ‘real-time’ indications of site performance.
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